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Polityka prywatnosci

Definicje ogdlne

1.

Dane osobowe oznaczajg wszelkie informacje o zidentyfikowanej lub mozliwej do zidentyfikowania
osobie fizycznej (Podmiot danych), o ktérych mowa w art. 4 pkt 1 RODO.

RODO - Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w
sprawie ochrony oséb fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie
swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE.

Przetwarzanie danych oznacza operacje lub zestaw operacji wykonywanych na danych osobowych lub
zestawach danych osobowych, o ktérych mowa w art. 4 pkt 2 RODO.

Procesor danych oznacza osobe fizyczng lub prawng, ktéra przetwarza dane osobowe w imieniu
Administratora danych, o ktérej mowa w art. 4 pkt 8 RODO.

Administratorem danych, czyli podmiotem ustalajgcym cele i sposoby przetwarzania danych
osobowych, jest Paysera LT, UAB, zarzadzajaca ustuga inicjowania ptatnosci i ustugg informacji o
rachunku, platforma pozyczek spotecznosciowych, kwalifikowang e-identyfikacjg oraz innymi ustugami.
Zgodnie z Umowg o wspétadministrowaniu nr 2018019 z dnia 19.09.2018, Administratorem Twoich
danych osobowych jest sie¢ Paysera (dalej zwana Paysera, Operatorem, Administratorem danych lub
Spétkg). Dane kontaktowe Paysera sg publikowane na stronie internetowej Paysera. Dane kontaktowe
wyznaczonego przez Paysera Inspektora Ochrony Danych to: dpo@paysera.com.

Wspdlna kontrola danych - Paysera LT, UAB, wraz z innymi spétkami sieci oraz koordynatorem
Paysera Tech (Kajmany), dziatajg jako Wspétadministratorzy zgodnie z Aneksem nr 16 ,Umowa o
zarzadzaniu danymi w sieci” do Umowy o wspdlnym dziataniu. Umowa ta reguluje podziat
odpowiedzialnosci i zapewnia ochrone danych w ramach sieci. Dane osobowe sg przetwarzane wspélnie
wytgcznie w celu zapewnienia bezpieczenhstwa sieci i integralnosci operacyjnej, w szczegélnosci: w celu
zapobiegania praniu pieniedzy i finansowaniu terroryzmu; wykrywania oszustw; zarzgdzania
incydentami bezpieczenstwa; oraz zapewnienia nieprzerwanej obstugi klienta, gdy ustugi sg Swiadczone
przez innego partnera sieciowego.

Podmiot danych lub Klient - osoba fizyczna, ktéra zamierza nawigza¢ lub nawigzata relacje
biznesowe z Administratorem danych (np. utworzenie profilu, otwarcie rachunku ptatniczego, uzyskanie
kwalifikowanego $rodka identyfikacji elektronicznej, ztozenie wniosku o kredyt konsumencki, dziatanie
jako pozyczkodawca lub finansujacy kredyt konsumencki, zawarcie umowy o $wiadczenie ustug ze
Spotka itp.) lub ktérej relacje biznesowe zakonczyty sie, ale ktérej dane sg nadal przetwarzane przez
Administratora danych zgodnie z przepisami prawa.

Platforma - rozwigzanie programowe hostowane na stronach internetowych nalezgacych do Spétki,
opracowane przez Spétke i wykorzystywane do swiadczenia ustug Spoéfki.

Postanowienia ogdlne
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9. Dane osobowe gromadzone przez Paysera sg przetwarzane zgodnie z Ustawg o ochronie prawnej
danych osobowych Republiki Litewskiej, RODO oraz innymi aktami prawnymi. Wszystkie osoby,
przedstawiciele i pracownicy przedstawicieli dziatajacy w imieniu Paysera, ktérzy majg mozliwos¢
dostepu do systeméw z danymi Klienta, uzyskujg do nich dostep wytgcznie w celu wykonywania swoich
funkcji zawodowych, posiadajgc podstawe prawng do takiego dostepu, i muszg zachowaé w poufnosci
dane osobowe poznane w trakcie pracy, nawet po ustaniu stosunku pracy lub stosunkéw umownych.

10. Spétka, zgodnie z obowigzujacymi wymogami prawnymi, zapewnia poufnos¢ danych osobowych oraz
wdrozenie odpowiednich srodkdéw technicznych i organizacyjnych w celu ochrony danych osobowych
przed nieuprawnionym dostepem, ujawnieniem, przypadkowg utratg, zmiang, zniszczeniem lub innym
niezgodnym z prawem przetwarzaniem.

11. Niniejsza Polityka Prywatnosci okresla podstawowe zasady gromadzenia, przechowywania,
przetwarzania i retencji Twoich danych osobowych, innych informacji dotyczgcych Ciebie, zakres, cel,
zrédta, odbiorcéw oraz inne wazne aspekty przetwarzania Twoich danych osobowych, gdy korzystasz z
Paysera jako dostawcy ustug ptatniczych. W niniejszej Polityce Prywatnosci terminy uzyte w liczbie
pojedynczej obejmujg réwniez liczbe mnoga, a terminy uzyte w liczbie mnogiej obejmujg réwniez liczbe
pojedynczg, chyba ze z kontekstu jasno wynika inaczej.

12. Uzyskujac dostep do strony internetowej Paysera i/lub korzystajac z aplikacji, i/lub informacji w nich
zawartych, i/lub ustug, przyjmujesz do wiadomosci i potwierdzasz, ze przeczytates, zrozumiates i
zgadzasz sie na niniejszg Polityke Prywatnosci. Ponadto po zarejestrowaniu sie w systemie i rozpoczeciu
korzystania z ustug Paysera, niniejsza Polityka Prywatnosci staje sie Suplementem do Ogdlnej umowy o
Swiadczenie ustug ptatniczych.

13. Paysera zastrzega sobie prawo, wedtug wtasnego uznania, do zmiany niniejszej Polityki Prywatnosci w
dowolnym momencie poprzez opublikowanie zaktualizowanej wersji Polityki Prywatnosci na stronie
internetowej, a jesli zmiany sg istotne, powiadomienie zarejestrowanych uzytkownikéw poczta
elektroniczna lub powiadomieniem w aplikacji. Zmieniona lub zaktualizowana wersja niniejszej Polityki
Prywatnosci wchodzi w zycie z chwilg jej opublikowania na stronie internetowe;j.

14. Jezeli uzytkownikiem ustug jest klient biznesowy, niniejsza Polityka Prywatnosci ma zastosowanie do
klientéw indywidualnych, ktérych dane sg przekazywane do Paysera przez klienta biznesowego.
Uzytkownik poinformuje Podmioty danych (kierownikéw, odbiorcéw, agentéw itp.) o przekazaniu ich
danych do Paysera zgodnie z art. 14 RODO.

Cele przetwarzania danych, dostawcy, terminy, odbiorcy

15. Gtéwnym celem, dla ktérego Paysera gromadzi Twoje dane osobowe, jest Swiadczenie ustug ptatniczych
Paysera na rzecz klientéw wysytajacych i otrzymujgcych ptatnosci. Jako dostawca ustug ptatniczych,
kwalifikowanej e-identyfikacji, pozyczek spotecznosciowych, terminali samoobstugowych oraz ustug
POS, Paysera jest zobowigzana przepisami prawa do ustalenia i zweryfikowania Twojej tozsamosci przed
zawarciem transakcji ustug finansowych, a takze w momencie swiadczenia ustug do zgdania dalszych
informacji, jak réwniez oceny i przechowywania tych informacji przez okres retencji okreslony w
przepisach. Biorgc to pod uwage, musisz podad poprawne i petne informacje.

CEL: Identyfikacja klienta, Swiadczenie ustug ptatniczych (otwarcie rachunku, przelewy srodkoéw,
przetwarzanie ptatnosci i inne), bankomaty, terminale samoobstugowe, ustugi kwalifikowanej e-
identyfikacji, zapobieganie praniu pieniedzy i finansowaniu terroryzmu, sktadanie raportéw
organom panstwowym, realizacja innych obowiazkow prawnych dostawcy ustug ptatniczych.

16. Dane osobowe sa przetwarzane w tym celu zgodnie z wymogami prawnymi zwigzanymi z: ustaleniem i
weryfikacja tozsamosci klienta; zawarciem i wykonaniem uméw z Klientem lub w celu podjecia dziatah
na zadanie klienta; realizacjg przelewéw srodkéw i przekazywaniem niezbednych informacji wraz z
przelewem zgodnie z przepisami; realizacja wymogdw ,Poznaj swojego klienta”; ciaggtym i okresowym



17.

18.

19.

20.

monitorowaniem aktywnosci klienta; oceng ryzyka; aktualizacjg danych Klienta w celu zapewnienia ich
doktadnosci; zapobieganiem mozliwemu praniu pieniedzy i finansowaniu terroryzmu, zapobieganiem
oszustwom, wykrywaniem, badaniem i informowaniem o takiej dziatalnosci, ustalaniem oséb
zajmujacych eksponowane stanowiska polityczne lub sankcji finansowych natozonych na klienta;
zapewnieniem wiasciwego zarzadzania ryzykiem i organizacja.

W tym celu mogg by¢ przetwarzane nastepujgce dane osobowe: imie, nazwisko, pteé, krajowy numer
identyfikacyjny, data urodzenia, zdjecie twarzy, nagranie bezposredniej transmisji wideo (bezposredni
przekaz wideo), obywatelstwo, kraj urodzenia, kraj zamieszkania, dane z dokumentu tozsamosci (w tym
miedzy innymi kopia dokumentu), adres, adres e-mail, numer telefonu, biezagcy numer rachunku
ptatniczego, adres IP, biezgca dziatalno$¢ zawodowa lub zawodowa, biezaca funkcja publiczna, dane o
udziale klienta w dziatalnosci politycznej, ujecie na listach sankcyjnych, inne dane wymagane przez
obowigzujgce przepisy dotyczgce przeciwdziatania praniu pieniedzy i finansowaniu terroryzmu, a takze
dane o lokalizacji Klienta, planowana ustuga, cel korzystania z rachunku (prywatny/biznesowy),
planowana kwota inwestycji, otrzymane dochody, gtéwne Zrédto srodkéw, pochodzenie srodkéw,
beneficjent rzeczywisty, informacje o beneficjencie ostatecznym: imie, nazwisko, obywatelstwo,
osobisty numer identyfikacyjny (krajowy numer ID), data urodzenia, adres, podstawa upowaznienia,
zaangazowanie polityczne, inne dane okreslone w kwestionariuszu klienta ,Poznaj swojego klienta”
(KYC), korespondencja z klientem dotyczaca relacji biznesowych, dokumenty i dane potwierdzajgce
operacje pieniezng lub transakcje, lub inne wazne prawnie dokumenty i dane zwigzane z wykonaniem
operacji pienieznych lub transakcji, kraj rezydencji podatkowej, powigzanie z EOG/UE, numer
identyfikacji podatkowej, uzywane urzadzenia, dane zwigzane z urzadzeniem mobilnym uzytkownika,
model, system operacyjny, czy urzadzenie ma uprawnienia roota, czy urzadzenie jest emulatorem,
adres IP, Wi-Fi SSID, Wi-Fi MAC, jezyk systemu urzadzenia, kraj wydania karty SIM, operator karty SIM,
pseudo-unikalny identyfikator urzadzenia, Android ID, Android GSFID, Android fingerprint, wersja web-
view, wersja aplikacji Paysera, historia transakcji pienieznych.

Niniejsze dane osobowe sg gromadzone i przetwarzane w ramach wykonywania funkcji wtadzy
publicznej powierzonych Administratorowi danych oraz na podstawie obowigzku prawnego natozonego
na dostawce ustug ptatniczych, tj. Ustawy o ptatnosciach, Ustawy o pienigdzu elektronicznym i
instytucjach pienigdza elektronicznego, ustaw o zapobieganiu praniu pieniedzy i finansowaniu
terroryzmu oraz innych odpowiednich aktéw prawnych, i s3 wymagane w celu otwarcia rachunku i/lub
swiadczenia ustugi ptatniczej.

Okres retencji danych: 10 (dziesie¢) lat po zakohczeniu relacji biznesowej z klientem. Niniejsze dane
osobowe muszg by¢ przechowywane przez 8 (osiem) lat zgodnie z Ustawg o zapobieganiu praniu
pieniedzy i finansowaniu terroryzmu. Dane te sg przechowywane przez kolejne 2 (dwa) lata na
podstawie prawnie uzasadnionych intereséw Paysera zgodnie ze zwyktym terminem przedawnienia
roszczen.

Dostawcy i zrédta danych:

20.1. Podmiot danych bezposrednio;

20.2. Strony trzecie:
20.2.1. Instytucje kredytowe i inne instytucje finansowe oraz ich oddziaty;
20.2.2. Rejestry pahstwowe i pozapanstwowe;

20.2.3. Bazy danych do sprawdzania danych dokumentéw tozsamosci (bazy dokumentéw
uniewaznionych i inne miedzynarodowe bazy danych);

20.2.4. Rejestry kontroli upowaznieh (rejestry upowaznien poswiadczonych notarialnie i inne bazy
danych);

20.2.5. Rejestr Oséb Ubezwtasnowolnionych i Niepetnosprawnych;

20.2.6. Rejestr Ludnosci, inne bazy danych;



21.

22.

20.2.7. Firmy przetwarzajgce skonsolidowane pliki dtuznikéw (np. na Litwie UAB ,Creditinfo Lithuania”,
UAB ,Scorify” lub inne);

20.2.8. Firmy prowadzace rejestry sankcji miedzynarodowych;
20.2.9. Organy Scigania;
20.2.10. Komornicy;

20.2.11. Podmioty prawne (pod warunkiem, ze jeste$ przedstawicielem, pracownikiem, zatozycielem,
udziatowcem, uczestnikiem, kontrahentem lub rzeczywistym beneficjentem tych podmiotéw prawnych);

20.2.12. Partnerzy lub inne podmioty prawne, ktére angazujg nas lub sg przez nas angazowane w
Swiadczenie ustug;

20.2.13. Portale spotecznosciowe, na ktérych posiadasz profil powigzany z naszym systemem;
20.2.14. Inne osoby.

W celu skuteczniejszego wypetniania naszych obowigzkéw prawnych - na przyktad w celu
zidentyfikowania potencjalnie podejrzanych transakcji finansowych w celu zapobiegania praniu
pieniedzy lub w celu zweryfikowania autentycznosci dokumentéw tozsamosci - mozemy korzystac z
rozwigzan sztucznej inteligencji (Al) (narzedzia moga by¢ trenowane przy uzyciu istniejgcych danych lub
dane moga by¢ analizowane przez narzedzia). Narzedzia te pomagajg w przetwarzaniu duzych ilosci
danych i identyfikowaniu rozbieznosci; jednak wszelkie ostateczne decyzje, ktére mogg miec dla Ciebie
istotne konsekwencje, sg zawsze sprawdzane i zatwierdzane przez naszych pracownikdw.

Grupy odbiorcéw danych: organy nadzorcze, instytucje kredytowe, finansowe, ptatnicze i/lub pienigdza
elektronicznego, organy dochodzeniowo-$ledcze, pahstwowe organy podatkowe, przedstawiciele ustug
ptatniczych lub partnerzy Paysera (jesli transakcja jest realizowana przy uzyciu ich ustug), odbiorcy
srodkéw z transakcji otrzymujacy informacje w wyciggach ptatniczych wraz ze srodkami z transakgji,
dostawcy ustug ptatniczych odbiorcy i korespondenci, uczestnicy i/lub strony powigzane z krajowymi,
europejskimi i miedzynarodowymi systemami ptatniczymi, agencje windykacyjne i odzyskiwania dtugoéw,
firmy przetwarzajgce skonsolidowane pliki dtuznikéw, prawnicy, komornicy, audytorzy, inne podmioty
majgce prawnie uzasadniony interes, inne osoby na podstawie umowy z Paysera lub na innych
podstawach prawnych.

CEL: Zarzadzanie sporami i zadtuzeniem.

23.

24.

25.

26.

Dane osobowe w tym celu sg przetwarzane w celu rozwigzywania sporéw, zarzadzania dtugami i ich
$ciggania, sktadania roszczen, zadan, pozwdw itp.

W tym celu mogg by¢ przetwarzane nastepujace dane osobowe: imie, nazwisko, krajowy numer
identyfikacyjny, adres, data urodzenia, dane z dokumentu tozsamosci, adres e-mail, numer telefonu,
biezgcy numer rachunku, adres IP, wyciggi z biezgcego rachunku, nagrania wideo i audio oraz wszelkie
inne dane zwigzane z okoliczno$ciami, w ktérych powstat spér lub zadtuzenie.

Okres retencji danych: termin ptatnosci dtugu wynosi 10 (dziesie¢ lat) od dnia, w ktérym dowiedziano
sie o dtugu (jesli dtug sktada sie z kilku elementéw - od daty, w ktérej dowiedziano sie o ostatnim
elemencie), a po wszczeciu postepowania sadowego - 10 (dziesiec lat), ale nie krécej niz do petnego
wykonania zobowigzan stron wzgledem siebie. Okres retencji danych opiera sie na terminach
przedawnienia postepowan okreslonych w Kodeksie cywilnym Republiki Litewskiej.

Dostawcy danych: Podmiot danych bezposrednio, instytucje kredytowe, finansowe, ptatnicze i/lub
pienigdza elektronicznego, rejestry panstwowe i pozapahstwowe, firmy przetwarzajgce skonsolidowane
pliki dtuznikédw (np. na Litwie UAB ,Creditinfo Lithuania” lub inne), dostawcy ustug komunikacji
elektronicznej, inne osoby.



27.

28.

Grupy odbiorcéw danych: firmy przetwarzajgce skonsolidowane pliki dtuznikéw, instytucje kredytowe,
finansowe, ptatnicze i/lub pienigdza elektronicznego, prawnicy, komornicy, sady, organy
dochodzeniowo-$ledcze, pahnstwowe organy podatkowe, agencje windykacyjne i odzyskiwania dtugéw
oraz inne podmioty majgce prawnie uzasadniony interes.

Nalezy pamietad, ze jesli posiadasz zadtuzenie wobec Paysera i opézniasz wykonanie tozsamosci,
danych kontaktowych i historii kredytowej, tj. zobowigzan finansowych i majgtkowych oraz informacji o
ich wykonaniu, a takze dtugéw i ich sptaty firmom zarzadzajacym bazami danych dtuznikéw (takim jak
biuro informacji kredytowej UAB ,Creditinfo Lithuania” na Litwie*), a takze firmom windykacyjnym.
Dostep do swojej historii kredytowej mozna uzyska¢ kontaktujac sie bezposrednio z biurem kredytowym.

CEL: Zapewnienie klientom biznesowym korzystajacym z ustugi Paysera POS technicznych
mozliwosci zarzadzania danymi ich klientéw i zakupéw, zapewnienie funkcjonalnosci przetwarzania
ptatnosci, fakturowania i innych proceséw zwiazanych z ustuga Paysera POS, przy petnej zgodnosci
z RODO i wszystkimi innymi obowiazujacymi wymogami prawnymi.

29.

30.

31.

32.

W tym celu gromadzone i przetwarzane sa nastepujace dane: dane Klienta Paysera POS oraz
reprezentujgcych go oséb fizycznych (imie, nazwisko, powigzanie z Klientem Paysera POS
(stanowisko/rola itp.), numer identyfikacyjny osoby/podatnika, dane kontaktowe takie jak adres, numer
telefonu i adres e-mail), informacje o transakcji ptatniczej (typ karty, cztery ostatnie cyfry numeru karty,
numer transakcji), a takze dane o zakupie (pozycje zamdwienia, ilo$¢, cena, rabaty, data zakupu, numer
zamoéwienia i dane fiskalne). Okres retencji danych: 10 (dziesie¢) lat po zakoriczeniu relacji biznesowej z
klientem. Niniejsze dane osobowe muszg by¢ przechowywane przez 8 (osiem) lat zgodnie z Ustawg o
zapobieganiu praniu pieniedzy i finansowaniu terroryzmu. Dane te sg przechowywane przez kolejne 2
(dwa) lata na podstawie prawnie uzasadnionych intereséw Paysera zgodnie ze zwyktym terminem
przedawnienia roszczen.

W odniesieniu do danych wgranych do systemu przez klienta Paysera POS, Paysera dziata jako
Procesor danych, natomiast Klient Paysera POS jest Administratorem danych. Klient Paysera POS
potwierdza i zobowigzuje sie do przetwarzania tych danych zgodnie z wymogami art. 6 RODO. Okres
retencji tych danych okreslajg wewnetrzne dokumenty operacyjne Administratora danych (klienta
Paysera POS), z uwzglednieniem wymogdéw prawnych dotyczgcych przechowywania dokumentéw
ksiegowych i innych obowigzujgcych termindw. Paysera, zapewniajac infrastrukture techniczna,
przechowuje kopie zapasowe tylko tak dtugo, jak jest to konieczne do zapewnienia funkcjonowania
ustugi lub zgodnie z wymogami prawa. Po rozwigzaniu umowy z klientem Paysera POS, Paysera ma
prawo usung¢ wszystkie dane osobowe przechowywane na koncie Paysera POS klienta po 90
(dziewieddziesieciu) dniach, chyba ze przepisy wymagaja ich przechowywania przez dtuzszy okres.
Okres ten ma na celu zapewnienie sprawnego przekazania danych lub ostatecznych rozliczeh. Dane w
kopiach zapasowych systemu Paysera POS moga by¢ przechowywane przez diuzszy okres; sg one
jednak odizolowane i nie sg przetwarzane w ramach aktywnych systeméw, dopdki nie zostana
ostatecznie usuniete zgodnie z ustalonym cyklem rotacji kopii zapasowych.

Zrédta danych (skad pozyskujemy dane): Gtéwnym Zrédtem jest Klient, ktéry wprowadza do systemu
Paysera POS informacje o sobie, swoich klientach i transakcjach zakupu. Cze$ciowe dane dotyczgce
ptatnosci moga by¢ réwniez otrzymywane od dostawcdédw ustug przetwarzajgcych transakcje kartami
ptatniczymi (np. typ karty, cztery ostatnie cyfry numeru karty, numer transakgcji).

Odbiorcy danych: Klient biznesowy, jako Administrator danych, ma dostep do wprowadzonych przez
siebie danych. Paysera i jej autoryzowani dostawcy ustug (np. dostawcy infrastruktury IT lub ustug
centréw danych) przetwarzajg te dane wytacznie w zakresie niezbednym do $Swiadczenia i ulepszania
ustugi lub zgodnie z wymogami prawa. Informacje sg przekazywane organom pafnstwowym wytgcznie w
przypadkach przewidzianych przepisami prawa.



CEL: Przyjmowanie ptatnosci za posrednictwem terminali samoobstugowych Paysera oraz
dostarczanie raportow klientom w celu zapewnienia sprawnego i bezpiecznego procesu ptatnosci
oraz dostarczenia niezbednych informacji.

33.

34.

35.

36.

37.

W tym celu, w zaleznosci od miejsca przyjmowania ptatnosci, moga by¢ gromadzone nastepujace dane:
imie, nazwisko, data urodzenia, osobisty numer identyfikacyjny, adres e-mail, kod pacjenta nadany
przez placéwke ochrony zdrowia, program studiéw i rok studiéw studenta, typ karty ptatniczej, cztery
ostatnie cyfry numeru karty, numer transakcji, a takze wszelkie inne dane podane przez osobe podczas
dokonywania ptatnosci.

Dane s gromadzone i przetwarzane na podstawie wykonania umowy (art. 6 ust. 1 lit. b RODO) lub
obowigzkéw prawnych okreslonych w przepisach (art. 6 ust. 1 lit. c RODO), a Paysera dziata jako
Procesor danych umozliwiajgc wprowadzanie i przechowywanie danych oraz zapewniajac funkcjonalnos¢
techniczng ustugi.

Okres retencji danych: jest on okreslany przez Administratora danych, ktéry musi przestrzegad
wymogéw prawnych dotyczacych przechowywania dokumentacji ksiegowej i innej. Paysera przechowuje
dane tylko do momentu zakonczenia relacji biznesowej, Paysera przechowuje dane z terminali
samoobstugowych nie dtuzej niz przez 3 (trzy) lata po zakonczeniu relacji.

Dostawcy danych: gtéwnymi dostawcami sg same osoby fizyczne, ktére przesytajg wymagane dane
podczas korzystania z terminali samoobstugowych Paysera. Na podstawie tych danych osoby te sg
identyfikowane w bazach danych podmiotu przyjmujgcego ptatnosci (organizacji, dla ktérej dany
terminal jest wykorzystywany do przyjmowania ptatnosci). CzeSciowe informacje o transakcjach
kartowych otrzymywane sg réwniez od dostawcéw ustug przetwarzania ptatnosci.

Odbiorcy danych: w zaleznosci od informacji wymaganych do przyjecia ptatnosci, dane te mogg by¢
przekazywane konkretnemu Klientowi Paysera przyjmujgcemu ptatnosci za posrednictwem terminali -
takiemu jak placéwka ochrony zdrowia, salon samochodowy, instytucja edukacyjna lub inny podmiot
gospodarczy lub publiczny, ktéry korzysta z konkretnego terminala samoobstugowego Paysera i posiada
podstawe prawng do otrzymywania informacji o transakcjach ptatniczych. Dane mogg by¢ réwniez
przekazywane wtasciwym organom panstwowym, gdy wymaga tego prawo lub gdy jest to niezbedne do
ochrony prawnie uzasadnionych intereséw.

CEL: Wspieranie i administrowanie relacjami z klientami, informowanie klientéw o istniejacych i
nowych ustugach, swiadczenie ustug, zapobieganie sporom i gromadzenie dowodéw (rejestrowanie
rozmow telefonicznych), korespondencja dotyczaca relacji biznesowych z Klientem.

38.

39.

40.

41.
42.

Dane osobowe sg przetwarzane w tym celu, aby: utrzymywac relacje biznesowe i komunikacje z
Klientem; Swiadczy¢ ustugi na rzecz klienta; chroni¢ interesy Klienta i/lub Paysera; zapobiega¢ sporom,
dostarcza¢ dowody komunikacji biznesowej z Klientem (nagrania rozméw, korespondencja);
przeprowadzad ocene jakosci i zapewniad jakos¢ ustug Swiadczonych przez Paysera; gdy jest to
niezbedne do wykonania umowy, w celu podjecia dziatah na zadanie Klienta lub w ramach realizacji
obowigzku prawnego; informowac Klienta o ustugach swiadczonych przez Paysera, ich cenach,
specyfice, zmianach w umowach zawartych z Klientem itp.; wysyta¢ powiadomienia systemowe Paysera
i inne powiadomienia zwigzane ze Swiadczonymi ustugami.

W tym celu moga by¢ przetwarzane nastepujgce dane osobowe: imie, nazwisko, adres, data urodzenia,
adres e-mail, numer telefonu, adres IP, dane o lokalizacji Klienta, biezgce wyciagi z rachunku, nagrania
rozmoéw telefonicznych, korespondencja z Klientem oraz wszelkie inne dane niezbedne do realizacji celu.
Okres retencji danych: nie dtuzej niz 10 (dziesied) lat od daty rozmowy, z uwzglednieniem zwyktego
terminu przedawnienia roszczen. Paysera zastrzega sobie prawo do usuniecia takich danych w
dowolnym momencie. Taki okres retencji danych jest wymagany na podstawie ustaw o zapobieganiu
praniu pieniedzy i finansowaniu terroryzmu.

Dostawcy danych: podmiot danych bezposrednio, dostawcy ustug komunikacji elektroniczne;j.

Odbiorcy danych: organy nadzorcze, firmy przetwarzajgce skonsolidowane pliki dtuznikéw, prawnicy,



43,

komornicy, sady, organy dochodzeniowo-sledcze, agencje windykacyjne i odzyskiwania diugéw, inne
podmioty majgce prawnie uzasadniony interes, inne podmioty na podstawie umowy z Paysera.
Podmiot danych potwierdza, ze rozumie, iz takie powiadomienia informacyjne sg niezbedne do
wykonania Ogélnej umowy o Swiadczenie ustug ptatniczych i/lub jej anekséw zawartych z Klientem i nie
stanowig komunikatéw marketingu bezposredniego.

CEL: Zapewnienie identyfikacji uzytkownika Paysera oraz bezpiecznego, zgodnego z prawem i
prawidtowego wykonania transakcji zainicjowanej przez niego w bankomacie.

44,

45.

46.

47.

48.

W tym celu gromadzone sg nastepujace dane: tymczasowo wygenerowany kod do zeskanowania, ktéry
jest powigzany z aplikacjg Paysera i ma ograniczony okres waznosci; typ transakcji (wptata/wyptata);
data i godzina; kwota wptaty/wyptaty; informacje identyfikacyjne bankomatu (unikalny numer
bankomatu, adres lub inne znaczniki lokalizacji); unikalny numer uzytkownika (powigzany z kontem
Paysera); oraz potwierdzenie zwrotne wskazujace, ze uzytkownik zostat pomysinie uwierzytelniony.
Dodatkowo gromadzony jest materiat z nadzoru wideo (zdjecia i nagrania wideo).

Dane sg gromadzone i przetwarzane na podstawie wykonania umowy (art. 6 ust. 1 lit. b RODO)
pomiedzy dostawcg ustug bankomatowych a uzytkownikiem, a takze na podstawie obowigzku prawnego
(art. 6 ust. 1 lit. c RODO) w celu zachowania zgodnosci z wymogami wynikajgcymi z przepiséw
dotyczacych ptatnosci, pienigdza elektronicznego, przeciwdziatania praniu pieniedzy i innych
obowigzujgcych przepiséw, oraz na podstawie prawnie uzasadnionego interesu (art. 6 ust. 1 lit. f RODO)
w celu zapewnienia bezpieczenstwa ptatnosci i zapobiegania oszustwom.

Okres retencji danych: wygenerowany kod do zeskanowania jest wazny tylko przez krétki okres (do 5
minut), a wygenerowany numer identyfikacyjny Klienta jest wazny tylko przez czas trwania transakcji.
Kluczowe dane transakcyjne (data, lokalizacja, kwota wptaty/wyptaty itp.) sa przechowywane w
bankomacie przez 2 lata. Operator bankomatu przechowuje te dane przez 5 (pie¢) lat od daty transakgji.
Nagrania z nadzoru wideo sg przechowywane przez okres do 5 (pieciu) miesiecy, chyba ze istnieje
potrzeba ich przechowywania przez dtuzszy okres, na przyktad w toku dochodzenia organéw Scigania
lub sporu (w takim przypadku materiat moze by¢ przechowywany do czasu ustania potrzeby).

Klient jest identyfikowany za pomocg kodu do zeskanowania wygenerowanego przez aplikacje Paysera,
ktéry uzytkownik prezentuje w bankomacie. Dodatkowe dane Klienta mogg by¢ pozyskane z kamery
nadzoru wideo, jesli jest zainstalowana.

Odbiorcy danych: nagrania wideo lub inne dane moga by¢, w razie potrzeby, przekazywane organom
$cigania w trakcie dochodzen lub innym organom panstwowym, jesli wymaga tego prawo.

CEL: Ocena zdolnosci kredytowej, zarzadzanie ryzykiem kredytowym oraz zautomatyzowane
podejmowanie decyzji.

49.

50.

51.

52.

Dane osobowe w tym celu sg przetwarzane w celu oceny zdolnosci kredytowej klientéw, zarzgdzania
ryzykiem kredytowym oraz spetnienia wymogoéw zwigzanych z zarzgdzaniem ryzykiem operacyjnym i
adekwatnoscig kapitatowa, aby Paysera mogta oferowaé/zapewniac finansowanie.

W tym celu moga by¢ przetwarzane nastepujgce dane osobowe: imie, nazwisko, adres, data urodzenia,
adres e-mail, numer telefonu, numer rachunku ptatniczego, adres IP, wyciagi z rachunku ptatniczego,
saldo Klienta na rachunku, zobowigzania finansowe, historia kredytowa i ptatnicza, dochody,
wyksztatcenie, miejsce pracy, zajmowane stanowisko, doswiadczenie zawodowe, posiadany majatek
oraz dane o krewnych, ocena kredytowa, dawne dtugi i inne informacje.

Okres retencji danych: 1 (rok) po zakonczeniu relacji biznesowej z Klientem, przy czym data kohcowa nie
jest wczesniejsza niz data petnego wykonania zobowigzah przez obie strony wzgledem siebie. W
przypadku odmowy przyznania kredytu, za moment zakonczenia relacji z Klientem uwaza sie moment
poinformowania Klienta o odmowie przyznania kredytu.

Dostawcy danych: Podmiot danych bezposrednio, instytucje kredytowe i inne instytucje finansowe oraz
ich oddziaty, organy Scigania, inne rejestry i instytucje panstwowe, firmy przetwarzajgce



53.

54.

skonsolidowane pliki dtuznikéw (np. na Litwie UAB ,Creditinfo Lithuania”, UAB , Okredo”), osoby fizyczne
przekazujgce dane o matzonkach, dzieciach i innych osobach spokrewnionych lub spowinowaconych,
wspétdtuznicy, poreczyciele, dawcy zabezpieczen itp., podmioty prawne, gdy Klient jest
przedstawicielem, pracownikiem, kontrahentem, udziatowcem, uczestnikiem, wiascicielem itp. tych
podmiotéw prawnych, oraz partnerzy lub inne podmioty prawne zaangazowane przez Paysera do
Swiadczenia ustug na Twojg rzecz.

Odbiorcy danych: instytucje kredytowe, finansowe, ptatnicze i/lub pienigdza elektronicznego lub
dostawcy ustug pomagajgcy w ocenie zdolnosci kredytowej oraz firmy przetwarzajgce skonsolidowane
pliki dtuznikéw.

W celu zawarcia lub zaproponowania zawarcia z Tobg umowy o finansowanie oraz swiadczenia ustug na
Twojg rzecz, Paysera bedzie w niektérych przypadkach stosowad podejmowanie decyzji oparte na
zautomatyzowanym przetwarzaniu Twoich danych osobowych. W takim przypadku system sprawdza
Twojg zdolnos¢ kredytowg za pomoca ustalonego algorytmu i ocenia, czy ustuga moze zostad
Swiadczona. Jesli zautomatyzowana decyzja jest negatywna, moze ona zosta¢ zmieniona przez Klienta
poprzez dostarczenie wiekszej ilosci danych. Paysera podejmuje wszelkie niezbedne Srodki w celu
ochrony Twoich praw, wolnosci i prawnie uzasadnionych intereséw. Masz prawo do zgdania interwencji
ludzkiej, wyrazenia swojej opinii i zakwestionowania zautomatyzowanej decyzji. Masz prawo sprzeciwié
sie zautomatyzowanej decyzji, kontaktujgc sie bezposrednio z Paysera.

CEL: Swiadczenie ustug za posrednictwem stron trzecich.

55.

56.

57.

58.

59.
60.

Dane osobowe w tym celu sa przetwarzane w celu zapewnienia jak najszerszego zakresu ustug
otrzymywanych przez klientéw Paysera, przy czym niektére ustugi sg Swiadczone przez strony trzecie.
W tym celu moga by¢ przetwarzane nastepujace dane osobowe: imie, nazwisko, obywatelstwo, osobisty
numer identyfikacyjny, adres, informacje kontaktowe.

Klient jest wyraznie informowany o kazdym przetwarzaniu danych w celu $wiadczenia ustug za
posrednictwem stron trzecich, a dane sg przetwarzane wytgcznie za wyrazng zgoda Klienta.

Okres retencji danych: 1 (jeden) rok.

Dostawcy danych: podmiot danych bezposrednio, Paysera, strony trzecie swiadczgce ustugi.

Odbiorcy danych: strony trzecie $wiadczace ustugi, Paysera, Podmiot danych.

CEL: Ochrona i zabezpieczenie intereséw Paysera i Klienta (nadzér wideo w pomieszczeniach
Paysera oraz nagrywanie dzwieku w centrum obstugi klienta).

61.

62.

Dane osobowe sg przetwarzane w tym celu na podstawie prawnie uzasadnionych intereséw
wynikajacych z art. 6 ust. 1 lit. f RODO. Interesy te obejmujg zapewnienie bezpieczenstwa (ochrona
zdrowia, zycia i mienia pracownikéw, Klientéw i innych oséb odwiedzajgcych przed bezprawnymi
czynami, takimi jak kradziez, wandalizm lub napas¢ fizyczna), ochrone praw i prawnie uzasadnionych
intereséw (gromadzenie obiektywnych dowoddw na potrzeby badania incydentéw, wypadkéw lub
sytuacji spornych) oraz zapewnienie doktadnosci i przejrzystosci ustug. Nagrania audio pomagaja
doktadnie zarejestrowad Twojg ustng prosbe dotyczgca transakcji finansowej i zapewni¢ jej prawidtowe
wykonanie, zapobiegajac w ten sposéb btedom, ktére mogtyby spowodowacd straty dla Ciebie lub Spétki.
Pomagajag one réwniez w obiektywnym rozwigzywaniu sporéw dotyczgcych tresci, kwoty lub innych
warunkéw transakcji oraz w zapewnieniu zgodnos$ci z wymogami prawnymi. Nagrania audio i wideo
pomagajg nam weryfikowad i wykazywad, ze pracownicy wiasciwie przestrzegali procedur
przeciwdziatania praniu pieniedzy i finansowaniu terroryzmu, w tym wymogéw KYC, obowigzkowego
zadawania pytan i rejestrowania odpowiedzi podczas identyfikacji, a takze pomagajg w badaniu
incydentéw i btedéw (pomagajac ustali¢ przyczyny wystgpienia incydentu, btedu operacyjnego lub
zidentyfikowania rozbieznosci gotéwkowej).

W tym celu moga by¢ przetwarzane nastepujgce dane osobowe: nagrania wideo w pomieszczeniach
zarzadzanych przez Paysera, dane z nagrah wideo i audio w centrum obstugi klienta.



63.

64.

65.

66.

Nadzér wideo i nagrywanie odbywa sie w duzej czesci pomieszczeh Paysera, w tym w obszarach
wspdlnych dostepnych dla wszystkich odwiedzajacych, w obszarze obstugi klienta oraz w
pomieszczeniach o ograniczonym dostepie (np. powierzchnie biurowe, kuchnie), w celu zapewnienia
porzadku wewnetrznego i bezpieczehstwa mienia. Nagrywanie dZzwieku odbywa sie wytagcznie w
centrum obstugi klienta, przy ladzie obstugowej, gdzie odbywajg sie transakcje finansowe i identyfikacja
Klienta. Dzwiek nie jest nagrywany w innych cze$ciach pomieszczen. Przed wejsciem do pomieszczen
Paysera, w ktérych prowadzony jest nadzér wideo, zostaniesz poinformowany o nadzorze za pomoca
specjalnych oznaczen.

Nagrania wideo i audio sg przechowywane przez okres do 1 (jednego) roku od daty nagrania. Ten okres
retencji jest niezbedny do zapewnienia mozliwosci wykrywania i badania incydentéw w rozsadnym
terminie, rozwigzywania potencjalnych sporéw (ktére moga trwaé do roku lub dtuzej) oraz do spetniania
wnioskéw organdéw $cigania o udostepnienie danych. Po tym okresie dane sg usuwane, chyba ze sg
wymagane do toczacego sie dochodzenia, rozwigzania sporu lub w innych przypadkach przewidzianych
prawem - w takim przypadku sg one przechowywane tak dtugo, jak jest to konieczne do osiggniecia
tych celéw.

Dostawcy danych: podmiot danych bezposrednio, ktéry odwiedza pomieszczenia Paysera, w ktérych
prowadzony jest nadzér wideo i zostaje zarejestrowany przez kamere nadzorujaca.

Odbiorcy danych: nagrania wideo i audio sg traktowane jako poufne. Dostep do nich jest Scisle
ograniczony i przyznawany wytacznie pracownikom, ktérzy wymagajg tego do wykonywania swoich
funkcji zawodowych (zasada ,wiedzy niezbednej”) i wytgcznie w celach opisanych powyzej. Nagrania
moga by¢ réwniez przekazywane sgdom, organom dochodzeniowo-sledczym i prawnikom. Wewnetrzny
przeglad nagrah odbywa sie wytgcznie wtedy, gdy istnieje wyraZzna potrzeba - na przyktad podczas
badania incydentu, rozwigzywania sporu, sprawdzania rozbieznosci gotéwkowych lub przeprowadzania
okresowych, losowo wybranych audytéw (o bardzo ograniczonym zakresie, np. kilka nagran klientéw
obstuzonych przez pracownika miesiecznie) - w celu zapewnienia zgodnosci z procedurami
przeciwdziatania praniu pieniedzy, KYC i innymi istotnymi procedurami, a takze w celu monitorowania
jakosci obstugi.

CEL: Marketing bezposredni.

67.

68.

69.

70.

71.
72.

W tym celu dane osobowe sg przetwarzane w celu dostarczania klientom ofert dotyczacych ustug
Swiadczonych przez Paysera oraz poznania opinii klientéw na temat wyzej wymienionych ustug.

W tym celu moga by¢ przetwarzane nastepujgce dane osobowe: imie, nazwisko, adres e-mail i numer
telefonu.

W tym celu Paysera wysyta newslettery i komunikaty marketingu bezpos$redniego po uzyskaniu zgody
Klienta. Paysera moze korzystac z ustug dostawcy newsletteréw, zapewniajgc jednoczesnie, ze
wspomniany dostawca przestrzega wymogéw dotyczacych ochrony danych osobowych okreslonych w
Umowie o wspétadministrowaniu. Klient moze wycofaé swojg zgode po otrzymaniu newsletteréw lub
komunikatéw marketingu bezposredniego, klikajgc w link ,Wycofaj swojg zgode”, a takze informujac
Paysera w dowolnym momencie o odmowie przetwarzania danych osobowych do celéw marketingu
bezposredniego pod adresem e-mail pomoc@paysera.pl.

Okres retencji danych: do czasu zakofczenia relacji biznesowej z Klientem lub do dnia wniesienia przez
Klienta sprzeciwu wobec przetwarzania danych w tym celu.

Dostawcy danych: Podmiot danych bezposrednio.

Odbiorcy danych: Dane w tym celu moga by¢ przekazywane do systemoéw wyszukiwania lub serwiséw
spotecznosciowych (mozliwos$¢ sprzeciwu wobec przetwarzania danych zapewniajg strony internetowe
tych systeméw), dostawcédw ustug newsletterowych.

CEL: Analiza statystyczna, doskonalenie ustug.

73.

Twoje dane osobowe zebrane i zanonimizowane do wyzej wymienionych celéw moga by¢ przetwarzane
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74.

zgodnie z art. 6.1 lit. f RODO w celu analizy statystycznej oraz w celu ulepszania srodkéw technicznych i
organizacyjnych, infrastruktury technologii informatycznych, zapewnienia dostosowania $wiadczonej
ustugi do uzywanych urzadzen, tworzenia nowych ustug Paysera, zwiekszania satysfakcji z istniejgcych
ustug, testowania i ulepszania $rodkéw technicznych i infrastruktury IT. W tym celu dane osobowe bedg
przetwarzane w taki sposéb, aby poprzez wtaczenie ich do zakresu analizy statystycznej nie byta
mozliwa identyfikacja Podmiotéw danych, ktérych one dotyczg. Gromadzenie Twoich danych osobowych
do celéw analizy statystycznej opiera sie na prawnie uzasadnionym interesie polegajagcym na
analizowaniu, ulepszaniu i rozwijaniu prowadzonej dziatalnosci.

Masz prawo do niewyrazenia zgody i sprzeciwienia sie przetwarzaniu Twoich danych osobowych w takim
celu w dowolnym momencie i w dowolnej formie, informujgc o tym Paysera. Paysera moze jednak
kontynuowad przetwarzanie danych do celéw statystycznych, jesli udowodni, ze dane sg przetwarzane z
waznych, prawnie uzasadnionych przyczyn, nadrzednych wobec intereséw, praw i wolnosci Podmiotu
danych lub w celu ustalenia, dochodzenia lub obrony roszczen prawnych.

CEL: Zapobieganie niewtasciwemu korzystaniu z ustug i przestepstwom oraz zapewnienie
wilasciwego swiadczenia ustug.

75.

76.

77.

78.

Dane gromadzone we wszystkich powyzszych celach mogg by¢ wykorzystywane do zapobiegania
nieuprawnionemu dostepowi i uzyciu, tj. w celu zapewnienia prywatnosci i bezpieczehstwa informacji.
W celu przetwarzania danych osobowych Paysera moze angazowad Procesoréw danych i/lub, wedtug
wtasnego uznania, zatrudnia¢ inne osoby do wykonywania okreslonych funkcji pomocniczych w imieniu
Paysera (np. centra danych, hosting, hosting w chmurze, administracja systemami, rozwdj systeméw,
rozwdj oprogramowania, dostarczanie, ustugi wsparcia, takie jak ulepszanie i rozwdj; ustugi centréw
obstugi klienta; marketing, komunikacja, doradztwo, praca tymczasowa lub podobne ustugi). W takich
przypadkach Paysera podejmie niezbedne Srodki w celu zapewnienia, ze tacy Procesorzy danych
przetwarzajg dane osobowe zgodnie z instrukcjami Paysera i obowigzujgcymi przepisami prawa, oraz
bedzie wymagac przestrzegania odpowiednich srodkéw bezpieczenstwa danych osobowych. Paysera
zapewni réwniez, ze takie osoby sg zwigzane zobowigzaniami do zachowania poufnosci i nie moga
wykorzystywad takich informacji do celéw innych niz wykonywanie swoich funkgji.

Dane osobowe gromadzone w celach okreslonych w niniejszej Polityce Prywatnosci nie bedg
przetwarzane w sposéb niezgodny z tymi prawnie uzasadnionymi celami lub wymogami prawnymi.
Dane, o ktérych mowa powyzej, bedg przekazywane i odbierane za posrednictwem narzedzia
programowego uzywanego przez Paysera lub jej upowaznionego agenta, a takze w inny sposéb i przez
osoby trzecie, z ktérymi Paysera zawarta umowy o przetwarzanie danych osobowych zgodnie z
przepisami ustawowymi i wykonawczymi.

Geograficzny obszar przetwarzania

79.

Zasadniczo dane osobowe sg przetwarzane na terenie Unii Europejskiej/Europejskiego Obszaru
Gospodarczego (UE/EOG). Jednakze w celu swiadczenia ustug na Twojg rzecz, zapewnienia ciggtosci
operacji naszej sieci oraz zaangazowania wyspecjalizowanych partneréw na catym Swiecie, Twoje dane
moga by¢ w niektérych przypadkach przekazywane i przetwarzane poza UE/EOG (dalej zwane ,Krajami

Trzecimi”). Przekazywanie danych do Krajéw Trzecich, ktére nie korzystajg z decyzji Komisji Europejskiej

stwierdzajgcej odpowiedni poziom ochrony, odbywa sie zgodnie z Umowa 0 zarzadzaniu danymi w sieci.
Umowa ta zapewnia automatyczne stosowanie Standardowych Klauzul Umownych (SCC)
zatwierdzonych przez Komisje Europejska do wszystkich operacji przekazywania danych pomiedzy
cztonkami sieci, gwarantujgc ochrone Twoich danych zgodnie z wymogami RODO, niezaleznie od
lokalizacji partnera.

80. Twoje dane osobowe mogg by¢ przekazywane do nastepujgcych kategorii odbiorcéw w Krajach Trzecich:



80.1. Dla partneréw infrastrukturalnych i platformowych. Nasze ustugi sg swiadczone przy uzyciu
wspoétdzielonej infrastruktury IT sieci Paysera, ktéra jest zarzadzana i utrzymywana przez naszego
partnera strategicznego. Cho¢ partner ten dziata poprzez spétke holdingowa zarejestrowang w Unii
Europejskiej, jego gtéwnym miejscem rejestracji sg Kajmany. Nalezy pamieta¢, ze dostep techniczny i
dane administracyjne niezbedne do zapewnienia funkcjonowania platformy, bezpieczenstwa i
konserwacji nie sg dostepne z tej jurysdykcji, a wszystkie dane sg przechowywane na terytorium UE /
EOG. Przekazywanie danych do Krajéw Trzecich, ktére nie posiadajg decyzji Komisji Europejskiej
stwierdzajgcej odpowiedni poziom ochrony, odbywa sie zgodnie z Umowg o wspdlnym dziataniu, ktéra
przewiduje automatyczne stosowanie Standardowych Klauzul Umownych (SCC) zatwierdzonych przez
Komisje Europejska do wszystkich operacji przekazywania danych pomiedzy partnerami sieciowymi.
Gwarantuje to ochrone Twoich danych zgodnie z wymogami RODO, niezaleznie od lokalizacji partnera.

80.2. Partnerzy sieci Paysera. Dziatamy jako cze$¢ miedzynarodowej sieci korporacyjnej. Gdy korzystasz
z ustug angazujgcych naszych partneréw lub Twoje transakcje s z nimi powigzane, Twoje dane moga
by¢ przekazywane tym partnerom, ktérzy dziatajg w Krajach Trzecich, takich jak Republika Albanii,
Republika Kosowa, Gruzja i inne.

80.3. Zewnetrzni dostawcy ustug i specjalisci. Aby zapewnié¢ nieprzerwang, catodobowg (24/7), wysokiej
jakosci obstuge Klienta, zgodnos¢ z procedurami KYC oraz inne funkcje, angazujemy zaufanych
partneréw i specjalistéw dziatajacych w Krajach Trzecich, takich jak Maroko, Filipiny, Indie i inne. Tym
dostawcom ustug przyznawany jest bezpieczny dostep do Twoich danych wytgcznie w celu wykonywania
powierzonych im funkcji (np. weryfikacji przestanych przez Ciebie dokumentéw lub odpowiadania na
Twoje zapytania).

80.4. Inicjowane przez Ciebie ptatnosci miedzynarodowe. Gdy osobiscie inicjujesz przelew ptatniczy do
odbiorcy znajdujgcego sie w Kraju Trzecim, jestesmy zobowigzani do przekazania Twoich danych
osobowych i ptatniczych instytucji finansowej (bankowi korespondentowi) w tym kraju w celu wykonania
Twojej instrukcji.

81. Poniewaz wspomniane Kraje Trzecie nie sg zobowigzane do stosowania ochrony danych na poziomie UE,
do kazdego przekazania danych stosuje sie jedno lub wiecej z nastepujacych zabezpieczeh
przewidzianych w RODO:

81.1. Standardowe Klauzule Umowne (SCC). W przypadku wszystkich transferéw danych zwigzanych z
systemem w ramach infrastruktury Paysera, zawarliSmy z odbiorcami danych Standardowe Klauzule
Umowne (SCC) dotyczace przekazywania danych osobowych do Krajéw Trzecich, zatwierdzone przez
Komisje Europejska. Umowy te prawnie zobowigzuja odbiorcéw danych do przetwarzania Twoich danych
zgodnie z unijnymi standardami ochrony danych.

81.2. Wdrazane sg dodatkowe $rodki techniczne i organizacyjne, na przyktad: szyfrowanie end-to-end,
pseudonimizacja tam, gdzie to mozliwe, w celu zmniejszenia ilosci bezposrednio identyfikowalnych
informacji, Scista kontrola dostepu w celu zapewnienia, ze tylko osoby potrzebujgce dostepu moga
dotrze¢ do danych, oraz zobowigzania umowne dla odbiorcy danych do niezwtocznego informowania
nas o wszelkich zgdaniach organéw dotyczacych ujawnienia danych i do prawnego kwestionowania
takich zgdan tam, gdzie to mozliwe.

82. W przypadku inicjowanych przez Ciebie ptatnosci miedzynarodowych (pkt 80.4), przekazanie danych
odbywa sie na podstawie wyjatku z art. 49 RODO, gdyz przekazanie jest niezbedne do wykonania
umowy miedzy Tobg a nami (tj. do przeprowadzenia zleconego przez Ciebie przelewu ptatniczego).

Profilowanie i zautomatyzowane podejmowanie decyzji

83. Aby zapewnic¢ Ci szybkie, bezpieczne i nowoczesne ustugi oraz wypetni¢ nasze obowigzki prawne,



84.

85.

korzystamy z zaawansowanych technologii, w tym systemdw zautomatyzowanych i rozwigzah sztucznej
inteligencji (Al). Technologie te pomagajg nam automatycznie przetwarza¢ Twoje dane osobowe w celu
oceny okreslonych cech osobowych (profilowanie), a w niektérych przypadkach podejmowac decyzje
bez bezposredniej interwencji ludzkiej (zautomatyzowane podejmowanie decyzji).

Profilowanie i zautomatyzowane podejmowanie decyzji w celu oceny zdolnosci kredytowej i zarzadzania
ryzykiem kredytowym:

84.1. Zawierajac lub zamierzajgc zawrzec z Tobg umowe o kredyt konsumencki lub inng umowe o
finansowanie, jestesmy prawnie zobowigzani do odpowiedzialnej oceny Twojej zdolnosci kredytowej i
zarzadzania powigzanym ryzykiem. W tym celu mozemy angazowac strony trzecie (np. UAB ,Scorify”)
do korzystania ze zautomatyzowanego systemu podejmowania decyzji.

84.2. System, oparty na algorytmach i modelach Al, moze automatycznie gromadzi¢ i analizowa¢ Twoje
dane osobowe (szczegétowe informacje o kategoriach i Zrédtach danych mozna znalez¢ w sekcji
niniejszej Polityki Prywatnosci zatytutowanej Ocena zdolnosci kredytowej, zarzgdzanie ryzykiem
kredytowym i zautomatyzowane podejmowanie decyzji (punkty 49-54)). System ocenia szereg
czynnikdéw, takich jak:

84.2.1. Stosunek Twoich dochoddéw do Twoich zobowigzah finansowych;

84.2.2. Wiarygodnos¢ Twojej historii kredytowej (dyscyplina ptatnicza, obecnos¢ przeterminowanych
dtugéw);

84.2.3. Inne czynniki bezposrednio zwigzane z Twojg zdolnoscig do wywigzania sie ze zobowigzan
finansowych.

84.3. Na podstawie tej analizy system automatycznie podejmuje jedng z ponizszych decyzji, ktéra moze
rodzi¢ dla Ciebie zobowigzania prawne i finansowe:

84.3.1. Zatwierdzenie Twojego wniosku i zaoferowanie finansowania;

84.3.2. Zaproponowanie alternatywnych warunkéw finansowania (np. nizsza kwota lub inny
harmonogram sptat);

84.3.3. Odrzucenie Twojego wniosku.

84.4. Ten w petni zautomatyzowany proces pozwala nam podejmowac decyzje szybko, obiektywnie i w
sposdb ciggty, w oparciu o wczesniej ustalone i konsekwentnie stosowane kryteria oceny ryzyka
kredytowego. Poniewaz decyzja ta jest podejmowana automatycznie, przystugujg Ci szczegdlne prawa i
zabezpieczenia na mocy RODO:

84.4.1. Masz prawo skontaktowad sie z nami pod adresem e-mail pomoc@paysera.pl w celu zazadania
informacji o danych uzytych przez system do podjecia decyzji;

84.4.2. Mozesz ztozy¢ nowy wniosek po 14 dniach. Okres ten jest niezbedny do zaktualizowania Twoich
danych finansowych. Po ztozeniu nowego wniosku zostanie on oceniony na podstawie najSwiezszych
informac;ji.

Profilowanie w celu przeciwdziatania praniu pieniedzy i finansowaniu terroryzmu:

85.1. JesteSmy prawnie zobowigzani do prowadzenia ciggtego i okresowego monitorowania Ciebie i
Twoich transakcji w celu zapobiegania praniu pieniedzy, finansowaniu terroryzmu, oszustwom i innym
dziataniom przestepczym.

85.2. W tym celu mozemy korzystac ze zautomatyzowanych systeméw monitorowania, w tym Al, ktére
w czasie rzeczywistym analizujg dane o Twoich transakcjach, wzorce zachowah i inne informacje.
System identyfikuje nietypowe, podejrzane lub niezgodne z przepisami dziatania (np. nietypowo duze
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86.

87.

88.

transakcje, operacje z jurysdykcjami wysokiego ryzyka, nagte zmiany w Twoim zachowaniu).

85.3. Jedli system zidentyfikuje potencjalnie podejrzang aktywnosé, nie powoduje to automatycznej
decyzji, ktéra miataby dla Ciebie bezposrednie skutki prawne. Zamiast tego system generuje alert, ktéry
jest zawsze sprawdzany i dalej badany przez naszych specjalistéw. Dopiero po analizie dokonanej przez
cztowieka moga zostac podjete decyzje, takie jak wstrzymanie transakcji, zazadanie od Ciebie
dodatkowych informacji lub powiadomienie organéw $cigania.

Profilowanie w celu personalizacji ustug, marketingu i analizy statystycznej:
86.1. W celu poprawy Twoich doswiadczen, dostarczania bardziej trafnych ofert i ulepszania naszych
ustug, mozemy przeprowadza¢ profilowanie.

86.2. Na podstawie Twojej zgody mozemy analizowa¢ korzystanie przez Ciebie z naszych ustug i
zachowanie, aby pogrupowad Cie w okreslone segmenty Klientéw. Pozwala nam to na przesytanie
spersonalizowanych komunikatéw marketingowych i ofert, ktére naszym zdaniem mogg by¢ dla Ciebie
istotne. W tym celu mozemy réwniez korzystac z platform stron trzecich (np. Google, Meta, OpenAl).

Na podstawie naszego prawnie uzasadnionego interesu w rozwijaniu i doskonaleniu naszej dziatalnosci,
mozemy analizowa¢ zanonimizowane lub zagregowane dane dotyczace sposobu, w jaki klienci
korzystajg z naszych ustug. Pomaga nam to zrozumie¢ trendy, zidentyfikowa¢ obszary wymagajgce
poprawy i opracowaé nowe ustugi.

Masz prawo w dowolnym momencie, bez podania przyczyny, sprzeciwic¢ sie przetwarzaniu Twoich
danych do celéw marketingu bezposredniego (w tym profilowaniu). Masz réwniez prawo sprzeciwic sie
przetwarzaniu Twoich danych do celéw analizy statystycznej. Mozesz skorzystac z tych praw, zmieniajac
ustawienia na swoim koncie, klikajac link rezygnacji w wiadomosciach marketingowych lub kontaktujac
sie z nami bezposrednio.

Przetwarzanie danych osobowych osdb nieletnich

89.

Osoba nieletnia ponizej 14 (czternastego) roku zycia, zamierzajgca korzystac z ustug ptatniczych
Paysera, powinna przedstawi¢ pisemng zgode swojego przedstawiciela (rodzica lub opiekuna prawnego)
na przetwarzanie jej danych osobowych.

Polityka plikéw cookie

90.

91.

Paysera moze uzywac plikdw cookie na tej stronie internetowej. Pliki cookie to mate pliki wysytane do
przegladarki internetowej osoby i przechowywane na jej urzgdzeniu. Pliki cookie sg przesytane do
komputera osobistego przy pierwszej wizycie na stronie internetowe;.

Zazwyczaj Paysera uzywa na urzadzeniu danej osoby wytacznie niezbednych plikéw cookie w celu
identyfikacji, poprawy funkcjonalnosci i uzytkowania witryny oraz utatwienia dostepu danej osoby do
witryny i zawartych w niej informacji. Paysera moze uzywac innych plikéw cookie po uzyskaniu zgody
klienta. Krétki opis réznych rodzajéw plikdw cookie znajdziesz tutaj:

91.1. Scisle niezbedne pliki cookie. Te pliki cookie sa niezbedne, aby$ mdgt korzysta¢ z réznych funkcji
na stronie internetowej Paysera. Sg one niezbedne do dziatania strony internetowej i nie mozna ich
wytaczy€. Sa one przechowywane na Twoim komputerze, telefonie komérkowym lub tablecie podczas
korzystania ze strony internetowej i sg wazne tylko przez ograniczony czas. Sg one zazwyczaj ustawiane
w odpowiedzi na podejmowane przez Ciebie dziatania podczas przegladania, takie jak zmiana ustawien
prywatnosci, logowanie i wypetnianie réznych formularzy.



91.2. Pliki cookie statystyk. Te pliki cookie stuza do gromadzenia i raportowania anonimowych informacji
w celu dowiedzenia sie, w jaki sposéb nasi goscie korzystajg ze strony internetowej. Zarejestrowany
numer IN stuzy do zbierania danych statystycznych o tym, jak uzytkownicy poruszajg sie po witrynie.

91.3. Analityczne pliki cookie. Te pliki cookie stuzg do monitorowania liczby i ruchu uzytkownikéw
witryny. Analityczne pliki cookie pomagaja nam dowiedziec sie, ktére strony sg odwiedzane najczesciej i
jak odwiedzajacy z nich korzystajg, aby poprawi¢ jakos$¢ naszych ustug. Jesli nie wyrazisz zgody na
uzywanie tych plikéw cookie, nie uwzglednimy Twojej wizyty w naszych statystykach.

91.4. Marketingowe pliki cookie. Te pliki cookie stuza do dostarczania istotnych informacji o naszych
ustugach w oparciu o Twoje nawyki przegladania, aby poprawi¢ wybér tresci i oferowaé wiecej opcji
podczas korzystania z naszej witryny. Ponadto te pliki cookie moga by¢ wykorzystywane na stronach
internetowych naszych partneréw zewnetrznych do celéw raportowania. W ten sposéb
otrzymywalibysmy réwniez informacje o Twojej historii przegladania z oficjalnych stron naszych
partneréw, na ktérych umieszczamy nasze reklamy. Jesli nie wyrazisz zgody na uzywanie tych plikéw
cookie, bedziesz widzie¢ tylko niespersonalizowane reklamy.

92. Wiekszos¢ przegladarek internetowych akceptuje pliki cookie, ale uzytkownik moze zmieni¢ ustawienia
przegladarki tak, aby pliki cookie nie byty akceptowane. Nalezy zauwazy¢, ze w przeciwiehstwie do
innych rodzajéw plikéw cookie, odrzucenie niezbednych plikéw cookie moze wptyngcé na funkcjonalnosé
witryny, a niektére funkcje moga nie dziata¢ prawidtowo. Przy pierwszej wizycie na stronie Paysera
zobaczysz wyskakujacy komunikat z listg konkretnych rodzajéw plikéw cookie, ktére mozesz
zaakceptowad lub odrzucié. Jesli zdecydujesz sie zaakceptowad niezbedne i inne rodzaje plikéw cookie,
mozesz zmieni¢ swéj wybdr i wycofac zgode, klikajgc Ustawienia plikéw cookie na dole strony.

Prawo dostepu, sprostowania, usuniecia Twoich danych osobowych oraz
ograniczenia przetwarzania danych

93. Przystugujg Ci nastepujgce prawa:
93.1. Prawo dostepu do danych. Uzyskanie informacji o tym, czy Paysera przetwarza Twoje dane
osobowe, a jesli tak, dostep do danych osobowych przetwarzanych przez Paysera oraz otrzymanie
informacji o tym, jakie dane osobowe i z jakich Zrédet sg gromadzone, o celach przetwarzania, o
odbiorcach, ktérym dane osobowe zostaty lub moga zostad przekazane; uzyskanie od Paysera kopii
przetwarzanych danych osobowych zgodnie z obowigzujgcym prawem. Po otrzymaniu Twojego
pisemnego wniosku Paysera, w terminie okreslonym w przepisach, przekaze zadane dane w formie
pisemnej lub poda przyczyne odmowy. Raz w roku kalendarzowym dane moga by¢ udostepniane
bezptatnie, natomiast w pozostatych przypadkach wynagrodzenie moze zostad ustalone na poziomie
nieprzekraczajagcym kosztéw udostepnienia danych. Wiecej informacji na temat prawa dostepu do
danych i ich przetwarzania mozna znalez¢ tutaj.

93.2. Prawo do sprostowania. Jesli Twoje dane przetwarzane przez Paysera sg nieprawidtowe,
niekompletne lub niedoktadne, mozesz zwrécié¢ sie do Paysera na piSmie o sprostowanie
nieprawidtowych lub niedoktadnych danych lub o uzupetnienie niekompletnych danych osobowych
poprzez ztozenie odpowiedniego wniosku.

93.3. Prawo do bycia zapomnianym. Zgdanie zaprzestania przetwarzania danych (usuniecia danych),
gdy Podmiot danych wycofa zgode, na ktérej opiera sie przetwarzanie, lub dane osobowe nie sg juz
niezbedne do celéw, w ktérych zostaty zebrane, lub dane osobowe byty przetwarzane niezgodnie z
prawem, lub dane osobowe muszg zosta¢ usuniete w celu wywigzania sie z obowigzku prawnego.
Pisemne zawiadomienie o sprzeciwie wobec przetwarzania danych osobowych nalezy ztozy¢ do Paysera
osobiscie, poczta lub za posrednictwem elektronicznych srodkéw komunikacji. Jesli Twoj sprzeciw ma
podstawy prawne, Paysera po rozpatrzeniu wniosku zakohczy wszelkie czynnosci przetwarzania Twoich
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danych osobowych, z wyjgtkiem przypadkéw przewidzianych prawem. Nalezy zauwazy¢, ze prawo do
zgdania niezwtocznego usuniecia danych osobowych moze by¢ ograniczone ze wzgledu na obowigzek
Paysera jako dostawcy ustug ptatniczych do przechowywania danych o identyfikacji klientéw,
transakcjach ptatniczych, zawartych umowach itp. przez okres okreslony w przepisach.

93.4. Prawo do ograniczenia przetwarzania danych. Zadanie ograniczenia przetwarzania danych
osobowych, gdy doktadnos¢ danych osobowych jest kwestionowana przez Podmiot danych, na okres
umozliwiajgcy Administratorowi danych sprawdzenie dokfadnosci danych osobowych; przetwarzanie jest
niezgodne z prawem, a Podmiot danych sprzeciwia sie usunieciu danych osobowych i zada w zamian
ograniczenia ich wykorzystania; Administrator danych nie potrzebuje juz danych osobowych do celéw
przetwarzania, ale sg one potrzebne Podmiotowi danych do ustalenia, dochodzenia lub obrony roszczen
prawnych. Podmiot danych, ktéry uzyskat ograniczenie przetwarzania, zostanie poinformowany przez
Administratora danych przed uchyleniem ograniczenia przetwarzania.

93.5. Prawo do sprzeciwu. Prawo do sprzeciwu wobec przetwarzania Twoich danych osobowych do celéw
marketingu bezposredniego.

93.6. Prawo do ztozenia skargi. Zwrécenie sie do organu nadzorczego z roszczeniem dotyczgacym
przetwarzania Twoich danych osobowych, jesli uwazasz, ze dane osobowe sg przetwarzane z
naruszeniem Twoich praw i prawnie uzasadnionych intereséw przewidzianych obowigzujgcymi
przepisami.

93.7. Prawo do kontaktu z Administratorem danych i/lub Inspektorem Ochrony Danych w celu wykonania
swoich praw.

93.8. Inne prawa okreslone ustawowo.

94. Whniosek o dostep, sprostowanie lub sprzeciw wobec przetwarzania danych mozna wystaé pocztg
elektroniczng na adres: dpo@paysera.com. Osoba sktadajgca wniosek musi wyraznie podac swoje imie i
nazwisko oraz podpisa¢ wniosek kwalifikowanym podpisem elektronicznym.

Strony internetowe osdéb trzecich

95. Paysera nie ponosi odpowiedzialnosci za ochrone prywatnosci klienta na stronach internetowych oséb
trzecich, nawet jesli Klient uzyskuje dostep do takich stron poprzez linki zamieszczone w niniejszej
witrynie. Paysera zaleca zapoznanie sie z polityka prywatnosci kazdej strony internetowej, ktéra nie
nalezy do Paysera.

Uzycie logo

96. Klient korzystajgcy z ustug Paysera do celéw biznesowych i intereséw zawodowych wyraza zgode na
uzywanie przez Paysera jego nazwy i/lub logo w celach marketingu bezposredniego (np. poprzez
wskazanie, ze Klient korzysta z ustug swiadczonych przez Paysera).

Zapewnienie bezpieczenstwa informacji

97. Paysera dgzy do zapewnienia najwyzszego poziomu bezpieczenstwa wszystkich informacji uzyskanych
od Klienta oraz publicznych plikéw danych. W celu ochrony tych informacji przed nieuprawnionym
dostepem, uzyciem, kopiowaniem, przypadkowym lub niezgodnym z prawem usunieciem, zmiang lub
ujawnieniem, a takze przed wszelkimi innymi nieuprawnionymi formami przetwarzania, Paysera stosuje
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odpowiednie prawne, administracyjne, techniczne i fizyczne srodki bezpieczenstwa.

Postanowienia koncowe

98. Dodatkowe informacje na temat sposobu przetwarzania danych osobowych przez Paysera moga by¢
zawarte w umowach, innych dokumentach, na stronie internetowej, w aplikacji mobilnej lub zdalnych
kanatach wsparcia Klienta (telefonicznie, e-mailem itp.).

99. Paysera ma prawo do jednostronnej zmiany i/lub uzupetnienia niniejszej Polityki Prywatnosci. Informacja
o zmianach w Polityce Prywatnosci jest ogtaszana poprzez jej opublikowanie na stronie internetowej
Paysera. W okreslonych przypadkach Paysera moze réwniez poinformowac¢ osoby o zmianach pocztg, e-
mailem, za posrednictwem aplikacji mobilnej lub w inny sposéb.

100. Postanowienia niniejszej Polityki prywatnosci podlegajg prawu Republiki Litewskiej. Wszelkie spory
dotyczace postanowien Polityki Prywatnosci bedg rozstrzygane w drodze negocjacji, a w przypadku
niepowodzenia rozwigzania kwestii w drodze negocjacji, spér zostanie skierowany do sgdéw Republiki
Litewskiej.

* - UAB ,,Creditinfo Lithuania” (kod spétki: 111689163, adres: ul. Lvivo 21A, LT-09309 Wilno, Litwa,
www.creditinfo.lt, tel.: (8 5) 2394131, oraz UAB ,Okredo”, kod spétki: 304106783, adres: ul. Liepy 54-1,
Ktajpeda, Litwa, ktéra zarzadza i udostepnia Twoje informacje podmiotom trzecim (instytucjom finansowym,
agencjom telekomunikacyjnym, ubezpieczeniowym, dostawcom energii elektrycznej i ustug komunalnych,
firmom handlowym itp.). Gromadzimy i udostepniamy Twoje informacje w celach i interesach prawnie
uzasadnionych: w celu oceny Twojej zdolnosci kredytowej i zarzadzania dtugami. Dane o historii kredytowej sa
zazwyczaj przechowywane przez 10 (dziesied) lat po wykonaniu zobowigzan).

Podczas korzystania z ustug swiadczonych wytacznie przez ,Paysera Bank of Georgia”, JSC dane osobowe
gromadzone za posrednictwem ,Paysera Bank of Georgia”, JSC sg przetwarzane zgodnie z niniejszg Polityka

prywatnosci.

Historia zmian dokumentu
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Polityka prywatnosci (wersja wazna do 20.07.2020)

Polityka prywatnosci (wersja wazna do 17.04.2020)

Polityka prywatnosci (wersja wazna do 16.09.2019)
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